附件1

珠海市智能制造试点示范项目条件

**一、离散型智能制造**

（一）车间/工厂的总体设计、工艺流程及布局均已建立数字化模型，并进行模拟仿真，实现规划、生产、运营全流程数字化管理。

（二）应用数字化三维设计与工艺技术进行产品、工艺设计与仿真，并通过物理检测与试验进行验证与优化。建立产品数据管理系统（PDM），实现产品设计、工艺数据的集成管理。

（三）制造装备数控化率超过70%，并实现高档数控机床与工业机器人、智能传感与控制装备、智能检测与装配装备、智能物流与仓储装备等关键技术装备之间的信息互联互通与集成。

（四）建立生产过程数据采集和分析系统，实现生产进度、现场操作、质量检验、设备状态、物料传送等生产现场数据自动上传，并实现可视化管理。

（五）建立车间制造执行系统（MES），实现计划、调度、质量、设备、生产、能效等管理功能。建立企业资源计划系统（ERP），实现供应链、物流、成本等企业经营管理功能。

（六）建立工厂内部通信网络架构，实现设计、工艺、制造、检验、物流等制造过程各环节之间，以及制造过程与制造执行系统（MES）和企业资源计划系统（ERP）的信息互联互通。

（七）建有工业信息安全管理制度和技术防护体系，具备网络防护、应急响应等信息安全保障能力。建有功能安全保护系统，采用全生命周期方法有效避免系统失效。

**二、流程型智能制造**

（一）工厂总体设计、工艺流程及布局均已建立数字化模型，并进行模拟仿真，实现生产流程数据可视化和生产工艺优化。

（二）实现对物流、能流、物性、资产的全流程监控，建立数据采集和监控系统，生产工艺数据自动数采率达到90%以上。实现原料、关键工艺和成品检测数据的采集和集成利用，建立实时的质量预警。

（三）采用先进控制系统，工厂自控投用率达到90%以上，关键生产环节实现基于模型的先进控制和在线优化。

（四）建立生产执行系统（MES），生产计划、调度均建立模型，实现生产模型化分析决策、过程量化管理、成本和质量动态跟踪以及从原材料到产成品的一体化协同优化。建立企业资源计划系统（ERP），实现企业经营、管理和决策的智能优化。

（五）对于存在较高安全与环境风险的项目，实现有毒有害物质排放和危险源的自动检测与监控、安全生产的全方位监控，建立在线应急指挥联动系统。

（六）建立工厂通信网络架构，实现工艺、生产、检验、物流等制造过程各环节之间，以及制造过程与数据采集和监控系统、生产执行系统（MES）、企业资源计划系统（ERP）之间的信息互联互通。

（七）建有工业信息安全管理制度和技术防护体系，具备网络防护、应急响应等信息安全保障能力。建有功能安全保护系统，采用全生命周期方法有效避免系统失效。

**三、网络协同制造**

（一）建有网络化制造资源协同云平台，具有完善的体系架构和相应的运行规则。

（二）通过协同云平台，展示社会/企业/部门制造资源，实现制造资源和需求的有效对接。

（三）通过协同云平台，实现面向需求的企业间/部门间创新资源、设计能力的共享、互补和对接。

（四）通过协同云平台，实现面向订单的企业间/部门间生产资源合理调配，以及制造过程各环节和供应链的并行组织生产。

（五）建有围绕全生产链协同共享的产品溯源体系，实现企业间涵盖产品生产制造与运维服务等环节的信息溯源服务。

（六）建有工业信息安全管理制度和技术防护体系，具备网络防护、应急响应等信息安全保障能力。

**四、大规模个性化定制**

（一）产品采用模块化设计，通过差异化的定制参数，组合形成个性化产品。

（二）建有基于互联网的个性化定制服务平台，通过定制参数选择、三维数字建模、虚拟现实或增强现实等方式，实现与用户深度交互，快速生成产品定制方案。

（三）建有个性化产品数据库，应用大数据技术对用户的个性化需求特征进行挖掘和分析。

（四）个性化定制平台与企业研发设计、计划排产、柔性制造、营销管理、供应链管理、物流配送和售后服务等数字化制造系统实现协同与集成。

**五、远程运维服务**

（一）采用远程运维服务模式的智能装备/产品应配置开放的数据接口，具备数据采集、通信和远程控制等功能，利用支持IPv4、IPv6等技术的工业互联网,采集并上传设备状态、作业操作、环境情况等数据，并根据远程指令灵活调整设备运行参数。

（二）建立智能装备/产品远程运维服务平台，能够对装备/产品上传数据进行有效筛选、梳理、存储与管理，并通过数据挖掘、分析，向用户提供日常运行维护、在线检测、预测性维护、故障预警、诊断与修复、运行优化、远程升级等服务。

（三）智能装备/产品远程运维服务平台应与设备制造商的产品全生命周期管理系统（PLM）、客户关系管理系统（CRM）、产品研发管理系统实现信息共享。

（四）智能装备/产品远程运维服务平台应建立相应的专家库和专家咨询系统，能够为智能装备/产品的远程诊断提供智能决策支持，并向用户提出运行维护解决方案。

（五）建立信息安全管理制度，具备信息安全防护能力。通过持续改进，建立高效、安全的智能服务系统，提供的服务能够与产品形成实时、有效互动，大幅度提升嵌入式系统、移动互联网、大数据分析、智能决策支持系统的集成应用水平。